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Some background GLARK

> Capstone Project / Fieldwork since 2014
> Collaborators: Alex Caro & faculty advisor Robert Lyons

BA Political Science & MSLIS 2011,
Masters in Public Administration MSIT (expected 2016)
(expected 2015)
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Outline CLARK

> What we talk about when we talk about cybersecurity?
(sorry Raymond Carver, bad joke)

> Some things we found
(without getting too specific)

> The value proposition for libraries
(and how to fund these ideas)
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Not Cybersecurity

CLARK

UNIVERSITY

THEIR CRIME (S CURIOSITY

HACKERS

BOOT UP OR SHUT UP!
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ON LINE - THIS FALL
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2 |- NI S NX CLARK

YOUR PIl CHART™

Take time to inventory the identity relationships you have with the companies, organizations,
and individuals you entrust with your personally identifiable information or Pll. See how
your identity is a Pll Chart™, a picture of relationships you've created. Once you visualize the
slices of your Pll, managing your identity assets becomes easier.
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EED soCIAL SECURITY NUMBER

D . e
{email address, physical addrass,

CONTACT INFORMATION

telephone and mobile numbers)
GOVERMMENT-ISSUED IDENTIFICATION
(driver’s license, passport,

birth certificate, library card)
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COMSUMER
f BIRTH DATE, BIRTH PLACE

WWW ONLINE INFORMATION INVESTOR
{Facebook, social media,
passwards, PINs)

GEOLOCATION
(smartphone, GPS, camera)
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VERIFICATION DATA INTERNET USER
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(bank, insurance, investments, cradit cands)
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OCTAVE Allegro GLARK
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Key Strategies

Things We Found, a.k.a.

The Scary Part?
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